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Abstract

Multimedia communication through streaming is possible across wide range
of network conditions due to the recent advancements in video and audio codec
technologies. Because of the increasing trend for ubiquitous connectivity more and
more areas have overlapping coverage of wired and wireless networks. Because the
user has an option to choose the best service to get the best performance for the
multimedia application, the service needs to adapt to the changes in the network,
computational resources as well as user movement. This paper describes and compares
two different strategies for adapting to the changes in the network for multimedia
media applications. The first strategy is to adapt to the changes in the network at the
application layer, while the other strategy is to deal with the changesin the network at
the network layer. This paper compares the two different strategies  pointing out
which one s better over the other and in what scenario.

1. Introduction

This paper compares two different strategies, which adapt to the danges in the network
in different ways. One strategy is to ded with it at the gplicaion layer, i.e the
applicaions are written in a way to ded with changes in the network i.e. they are avare
of the changes in the network conditions. This paper describes two examples g/stems that
ded with mobility at applicaion level; the first one is a self-adaptive distributed proxy
system ([1]). This s/stem adapts to the red time network variations and hides handoff
artifads using applicaion protocol spedfic knowledge. It aso uses techniques like
Forward Error Corredion (FEC) and compresson. The other example is to ded with
mobility at the gplicaion level usng a text based signaling protocol cdled Session
Initiation Protocol SIP [2,3].

This is a gplicaion level protocol, which is used for establishing and teaing down
multimedia sessons, both unicast and multicast. It has been standardized by the IETF for
the invitation to multicast conferences and Vol P services.

The other strategy is to ded with the network changes for multimedia gplicaions
at the network level, as an example of this grategy, this paper describes a |P —Based
Multi-tier Network for Mobile Multimedia Communicaion Services [5]. This g/stem
incorporates both cdlular IP and Mobile IP, cdlular 1P is used to support mobility with in
the domain, and Mobile IP is used to support inter domain mobility. Mobile IP alows
mobile hosts to change locaion and reduce data padket loss probability in wireless



communication networks. However, Mobile IP still has sme defeds in handoff and route
aspeds. Thus Cellular IP is proposed for routing of |P data grams to mobile stations and
fast handoff control in a limited geographicd area It can cooperate with Mobile IP to
provide wide aea mobility support. This gstem also offers ft handoff method to
improve Quality of Service and resource switching management to reduce data padket
lossfor mobile multimedia communicaion in Cellular 1P and Mobile I P network.

The rest of the paper is organized as follows. In sedion 2 the Self Adaptive Distributed
Proxy System [1], and Sesson Initiation Protocol SIP [2] are discussed. Sedion 3
describes the IP —Based Multi-tier Network for Mobile Multimedia Communicaion
Services [5]. Sedion 4 gves the cmmparison of the two strategies, which is followed by
conclusion.

2.1 Self-Adaptive Distributed Proxy

Overlapping coverage of wired and wireless networks is very common due to increasing
coverage of networks, for example amobile device may have accesto a one or more
networks auch as the Ethernet Wave LAN simultaneoudly. Also there is a growing variety
in the mobile devices like Pocket PCs laptops and cdl-phones. Given these trends of
increasing heterogeneity interms  of clients,

Services, codecs there needs to be infrastructure support for multimedia services in
network to hide network and device heterogeneities . The Self-Adaptive Distributed Proxy
[1] provides support for multimedia streaning to heterogeneous clients at applicaion
layer, it intelligently adapts to the network variations through passve monitoring of the
applicaion performance to optimize the user's experience At the @re of the proxy
system is a middleware service cdled Automatic Path Creation Service (APC), which
provides a platform for multimedia communication. The proxy system extends Verticd
Handoffs [6] and Horizontal Handoffs [7] to handoffs aadossend devices, which include
both of these handoffs as well as srvice sesson handoffs. A service sesson handoff
occurs when a end user changes the mobil e deviceto accessthe network service

The aithorsin [1] argue that supporting handoffs at the link, network or transport level is
not sufficient since they do not address the service sesson handoffs and they require
support from the infrastructure, which may not be omnipresent in heterogeneous Internet.

APC provides snooth handoffs aadoss IP address changes at the gplication
layer as described later, this requires no changes in the network an transport layers, thisis
possble becaise it has control over the entire network path.

2.1.1Design Goals

* Any to Any Communication: Due to the wide range of cgpabilities in software,
memory and display transparent accessto servicesis an important goal.

* Automated Data Format Adaptation: The aedion of the data path for the
adaptation of the service ontent to heterogeneous devices sould be aitomated.
Negotiation between the devices and the service for sdleding the type of the
deviceto receve the service @ntent and for device handoffs must be aitomated.

* Seamless Handoffs across networks. When users roam between different
networks they change their 1P addresses and enter a different coverage aesg it is



therefore important to provide seamless handoffs while marinating the aurrent
sesgons. When multiple networks are available in such a situation the seledion
dedsion should be made based on the metrics of overhead and quality of service

* Seamless Handoffs across Devices. The user may need to handoff a device
sesson to another set of devices. The proxy system supports policy based user
preference driven handoffs acossdevices sanlesdy.

* High Quality of Service: Red-time multimedia gplicaions require low jitter,
delay and guarantead bandwidth, thus the proxy deploys various medanisms to
optimize performance

2.1.2Self-Adaptive Distributed Proxy Architecture

Unlike traditional proxies the proxy system is defined and configured automaticdly, it
dynamicdly adapts to resource variations and provides transparent client mobility
support. The proxy system credes a gplicaion data path: a direded acgyclic graph
(DAG) of strongly —typed transcoding and optimizing oprerators. The aeaion of the data
path is triggered when a dient first initiates a cnnedion to a service This <heme
doesn't require ay change in the server software but requires a sight change in the dient
software since it needs to send control information for the service sesson, which is
forwarded to the APC for the path construction. To achieve aly to any communication
between arbitrary client devices and multimedia services, the APC service @mpiles a
DAG of transcoding operators for data transmisson to addressany mismatches. The path
compilation consists of two steps logicd path compilation and physica path compilation.

2.1.3 Logical Path Compilation: A logicd path consists of a DAG operators with a
single source and sink. To construct a logicd path, the inputs to the APC consists of
information like the data source, data sink (i.e. the dient), locaion data format, data rate,
available locaions for operators, operator software, operators exeaution requirements,
current network topology etc. Some of the information can be aitomaticdly discovered
by the APC or by other infrastructure services such as Service Discovery Services [6].

2.1.4 Physical Path Compilation: After logicd paths are determined their physicd paths
are determined next by APC, physicd path s are nothing but a logicd path with its
operators determined. The operator placement strategies take into acount network,
server load information, properties of ead operators and data flow, as well as workload
charaderistics. Operators in the path are placel such that end-to-end delay is minimized
and operator exeaution criteria ae satisfied. For a given logica path the APC may not
find a physicd path with accetable performance due to resource ®nstraints, thus APC
may go bad to the logicd path compilation step.

2.1.5 Adaptation to Network load and M obility.

Once the path has been established it can be modified duing the runtime depending on
the feed badk from the monitoring agents collocaed at eat operator, the monitoring
agents passvely measure & ead operator to gather information on throughput, delay
variation and any other application spedfic anomalies to, if there is any anomaly then the
agent immediately notifies the APC for path adaptation. The proxy system deploys both
applicaion spedfic and application independent adaptation.



Besides adapting to any resource changes another asped is to adapt to path failures . APC
provides medhanisms for both the path failure axd operator falure. Path failure is
deteded through adive probing and passve monitoring. Active probing occurs between
APC and eadt operator’s monitoring agent to deted failures at both the process and
madhine level. To adieve fast fault recovery partia path repair is always done before
rebuilding the entire path.

During a service sesson if a user moves to a new network, the APC automaticdly
manages handoffs for new networks, this occurs without user intervention, this is done by
the dient proxy that exeautes on the dient device which monitors the availability of the
network interfaces and signals the APC when changes occur. AS new devices become
available service sesson handoff occurs automaticdly. The handoff dedsion aaoss
networks is policy driven.

2.1.6 Design and Implementation of APC: As a distributed middeware service,
Automatic Patch Creaion serviceis responsible for automaticdly creding, exeaiting and
maintaining the data path.

The Automatic Path Credion can be implemented in two ways. the BGP anycast
medanism and the DNS rediredion technique. The BGP anycast medanism has a well-
known phantom IP address (eg 12.3.4) associated with the APC service A rediredor
router is locaed in eath APC service duster, and it advertises BGP routes to this
phantom address The rediredor is aware of all APC service instances in the network.
When a dient sends its first path creaion request, the neaest rediredor by the hop count
metric intercepts the request and returns the physica IP address of the m-locaed APC
cluster service

The second scheme uses modified DNS servers, which contain information about the
current load of a network distance to the APC service dusters. When a dient sends a
request to the well-known APC service domain name, the locd DNS server trandates
the name to the least loaded APC service duster with in close network proximity.

2.1.7 Sample Path Application

To vaidate the design the authors chose ascenario in which a wireless laptop is being
delivered an MPEG-1 video/audio stream, it has both the Wave LAN and Ethernet
interfaces. It is only cgpable of playing Red video and Red audio format.

In this client because the end client cannot play MPEG we have to have atranscoder to
convert MPEG to RedVideo.In APC we introduce aspeda type of operator cdled the
rediredion proxy. A rediredion proxy is a very lightweight operator whose only purpose
isto forward data from one socket to another. The server rediredion proxy resides on any
madhine with a fixed IP address .Its job is to provide afixed point of correspondence
from the point of view of the server. The dient side proxy sits on the same machine &
the dient applicaion .The dient side proxy binds to a well known port on the loop badk



address (127.0.0.1) so that its IP address remains valid across al IP address changes
during roaming.

On client side a small program constantly monitors for available network interfaces for
available network interfaces. When the APC detects that the IP address of a client has
changed it notifies the client proxy to connect to the server side proxy using the new IP
address.

2.2 Supporting Mobility in Multimedia Applications Using SIP.
Sip is an application layer protocol used for establishing and tearing down multimedia
sessions both unicast and multicast [2].The SIP user agent has two functions [2]

» Listening to the incoming SIP messages.

» Sending SIP messages upon user actions or incoming messages.
The SIP proxy server relays SIP messages o that it is possible to use a domain name to
find a user rather than knowing the 1P address. Thus SIP can be used to hide user location
[4]. In [3,4] the approach is to have a combination of SIP, DHCP, and an AAA protocol.
This approach supports domain handoff i.e. movement between different administrative
domains as well as domain hand off i.e. movement between subnets that belong to the
same administrative domain.

DHCP SIPVR | AAAF Siphr  AAAH

Home

Foreign IP Network
Network

Network.

MN

MN is the mobile node that allows users to communicate and also provides means of
interactions and control between users and the network.
Radio Access Network provides wireless access to the MNs.

The MN uses DHCP to configure itself, and the foreign network also uses DHCP as in
[4], the MN broadcasts a DHCPDISCOVER message DHCP servers. Several servers
offer address to the MN via the DHCPOFFER that contains the IP address, address of
default gateway, subnet mask etc. After the MN is assigned an | P address from the DHCP



server the MN will begin the signaling flow for SIP complete registration as depicted
below.

MN VR AAAF AAAH HR
Register
Query
Request >
Query
P
Response
Answer >
OK Response
<
47

First the MN sends a SIP REGISTER Message to the VR with its new |P address; thisis
done through the SIP proxy Server Address obtained from the DHCP messages. The VR
gueries the AAA entity (Authorization, Authentication, Accountability) .The AAAF
entity of the visited network queries the AAA entity (AAAH) of the home network to
verify MNS credential sand rights. The AAH queries the HR and depending on the
response from the HR it sends a response to the AAAF.

After this registration the MN can initiate a SIP session by sending the INVITE message
to the callee. Then the cal lee responds with a 200 ok message. An Example of a SIP
message is as follows

REGISTER MN --> SIP Server (Registrar)

REGISTER sip: reg.home.com SIP/2.0

Via: SIP/2.0/UDP venus.home.com: 5060

From: Alice <sip: Alice@M S.home.com>

To: Alice <sip: Alice@M S.home.com>

Cadll_ID: 82946@venus.home.com

Cseg: 1 REGISTER

Contact: Alice@10.12.14.16; expires 3600,
Alice@10.8.3.243; expires 0

Content Length: O

200 OK SIP Registrar --> MS

SIP/2.0 200 OK



Via: SIP/2.0/UDP venus.home.com

From: Alice <sip: Alice@M S.home.com>
To: Alice <sip: Alice@M S.home.com>
Cdl_ID: 82946@venus.home.com

Cseq: 1 REGISTER

Contad: Alice@10.12.14.16; expires 3600
Content Length: O

The @dove figure of SIP signaling medhanisms indicaes that a complete registration with
the visited network takes a roundtrip delay. In order to avoid this the strategy proposed in
[4] is cdled the shadow registration, the key ideais that the Seaurity Association (SA)
between the MN and the AAA server in neighboring domains is established a priori
before the adual handoffs occur. Thus when a MN hands off to a neighboring domain the
registration request is processed locdly within the domain without going all the way to
the MN’s AAAH.The pre establishment of the SA can be done in a distributed manner
where the given AAA server diredly contads the neighboring AAA servers.

3.IP Based Multi-tier Network for M obile M ultimedia Communication Services:
This g/stem incorporates both cdlular IP and Mobile IP, cdlular IP is used to support
mobility with in the domain, and Mobile IP is used to support inter domain mobili ty.
Mobile IP allows mobile hosts to change locaion and reduce data padet loss probabili ty
in wireless communicaion networks. However, Mobile IP ill has some defeds in
handoff and route agpeds. Thus Cellular IP is proposed for routing of IP data grams to
mobile stations and fast handoff control in a limited geographicd area It can cooperate
with Mobile IP to provide wide aea mobility support. This g/stem also offers ft
handoff method to improve Quality of Service ad resource switching management to
reduce data padet lossfor mobile multimedia communication in Cellular IP and Mobile
IP network.

In this architecure the Internet is considered as overlapping hierarchicd network. Each
framework has its individual feaure, i.e satellite, maao-cdl, micro—cdl, and Pico cel
area
The cdl ranges are afollows.
* Mega cdl: provides a wide overlay area ad is used in a locaion, which hes the
lowest communicaion, communication range between 100-500 km.
 Maao cdl: provides a big overlay area ad is used in a locaion, which hes the
lower communication; communication range is snaller than 35km.
* Micro cdls: provides for low mohility area ad is used in a locaion, which hes
higher communication, communication range is snaler than 1km.
* Pico-cdl: it isused in indoor mobility area ad is used in alocaion, which has the
highest communicaion, range lessthan 1km.

3.1 Overview of Mobilel P and Cdlular IP

3.1.1 Mobile I P: Mobile IP defines threemain functional entities.



Mobile Node (MN): A node, which can change its point of attadment to the Internet
from one link to another while maintaining any ongoing communications and using only
its home aldress

Home Agent (HA): A router with an interfaceon the mobile node’s home link which a
mobile nodes keeps informed of its current location, as represented as its care-of-address
it intercepts padkets destined to the mobile node’'s home aldress and tunnels them to
mobile nodes current address

Foreign Agent (FA): A router on the mobile node’s foreign link which asgsts the mobile
node in communicaion with its home agent of its care-of —address it also provides the
cae-of-addressin some caes, and detunnels padkets for the mobile node that have been
tunneled by its home agent.

Home Address The aldress assgned to the mobile node by home network manager,
doesnot change from link to link.

Care-of —address The IP address asociated with the mobile while it is visiting the
foreign network.

Registration: while mobile node moves to a foreign network it must register to home
agent to get atemporary care-of-address

Mobile IP Message flow: When a mobile node (MN) moves form home network to
foreign network, foreign agent (FA) will send an advertisement message if any MN exists
in will send a registration request message through FA to home agent (HA). After the
Home Agent replies with a registration reply message the registration is siccesdul and
the FA gives the MN atemporary care of address After this al the nodes nd deta & the
Home Agent of the MN, which will add FA’'s address (encgpsulates) to padkets and
transfersto FA.

3.1.2 Céellular 1P: Cdlular IP [7] represents a new mobile node protocol that’s optimized
to provide accesto a mobile IP enabled Internet in support of fast moving wireless
nodes. It can offer fast handoff, less delay, a few or even no padet loss between base
stations.

In cdlular IP, locaion management and handoff support are integrated with routing. To
minimize ®ntrol messaging regular data padkets transmitted by mobile nodes are used to
refresh node locaion information. Paging is used to route padets to idle mobile nodes in
a Cellular IP network. Routing is an important entity in Cellular IP a routing cade is
used in a base station to store mobile node's path. Route update padkets kegp mobile
nodes routing cade mapping valid.

Cellular 1P supports two types o handoff schemes. Cellular IP hard Handoff is based on
the principle that trades of some padet lossfor minimizing handoff signaling rather than



trying to guarantee zero packet loss. Cellular IP semi soft handoff exploits the notion that
some mobile nodes can simultaneoudy recelve packets from the new and old base
stations during the hand off.

Cdlular IP divides MN into Idle and Active states .It defines and idle mobile
node as the one that has not received data packets for a system specific time active state
timeout .In this respect, idle mobile nodes allow their respective soft-state routing cache
mappings to timeout. These nodes transmit paging-update packet to notify new base
station that mobile nodes new location at regular intervals defined by paging-update —
time. When mobile node wants to send the data it changes the state to Active.

3.2 Multi-tier Architecture Supporting M obile M ultimedia Communications.
The proposed multi-tier wireless communication architecture based on Celular 1P
supports the following capabilities.

Mobile Internet

Mobile Multimedia Communication

Seamless roaming.

Management of Mobile IP.

Multimedia Quality of Service.

In this proposed multi-tier architecture, the cellular hierarchy includes two level cells;
they are the micro-cell and macro-cell. The policy is that Mobile IP is used in the macro
tier and Cellular Ip is used in the micro tier. There is also an extra component called
Resource Switching Management Center in micro —tier to improve capability of Cellular
IP Network.RSMC is a control structure that combines gateway router and cache of BS,
which can store MN’s location information, forward data packets to MN and authenticate
MN'’s identity. If a MN moves from on e Base station to another base station the mobile
node sends a route update packet to the RSMC, then RSMC will update MN'’s location
information after it gets this packet, and send s a message to notify HA and CN. Thus
packets sent by CN will reach MN correctly via RSMC .An RSMC keeps track of its own
micro cell and communicates with others thru Foreign Agent.

PoooTo

3.3 Soft-Handoff and Quality of Service

In this scenario soft handoff method is used to ensure Qos for Mobile Multimedia
communication services. Multimedia data packets sent by the CN route correctly to the
current location of the MN via RSMC.When data packets arrive at RSMC it will deliver
to both the MN’s old BS and new BS, such that we can reduce the probability of lost data
packets. If MN moves over different RSM we can use the foreign agent to send packets
to both new and old RSMC .By using soft handoff and multi-tier architecture the authors
believe that mobile multimedia communication can be done successfully .

4.Comparison

The two dsrategies discussed in this paper for supporting mobility in multimedia
communication, i.e network layer and application layer strategies have their own pros and
cons .The advantage of using the network layer mobility as in the IP Based Multi-tier
Network for Mobile Multimedia Communication Services



are that it supports applicaions that are not mobility aware (e.g. TCP based applicaions)
efficiently and reuses existing protocols for termina mobility. However the
Disadvantages of using this approad are that

i. The use of multiple protocols for terminal, service and personal mobility may increase
terminal complexity.

ii. Network Layer Mobility management protocols (e.g. Mobile IP) relies in network
elements for padket interception and forwarding to mobiles, as wells as ®nding necessary
binding messages to the crresponding hosts.

The use of applicaion level SIP protocol has its own advantages

a It alows users to depend on their appliances rather than the network for
supporting mobility on an end to end basis without reliance n and knowledge
about abilities of network elements for padet interception and forwarding, i.e.,
mobile users can roam into SIP environments without concern about whether the
support network layer mobility or not.

b. Allows deding with mobility at a semantic level above IP terminals (e.g moving
of a media stream from one terminal to another terminal cdled the service sesson
handoff in self adaptive distributed proxy system as described above).

5. Conclusion

This paper discused dfferent strategies for deding with mobility in Multimedia
Communicaions followed by a comparison of the strategies. By passvely monitoring
and proadively adapting to the network variations using both applicaion speafic and
applicaion independent techniques as in [1] a pragmatic gpproach was given to provide
good performancefor the streaming multimedia goplications.

Also SIP is emerging as a standard for signaling protocol for multimedia sessons in both
wired and wireless network, the eae of deployment of Sip due to its text based nature
also makes it a string contender for providing terminal service @& well as personal
mobili ty.
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